|  |  |  |
| --- | --- | --- |
| **Change Log** | | |
| **Item Changed** | **Description of Change** | **Change Date** |
|  | Initial Release  Provided Microsoft Intune Policy JSON configurations files to evaluation of Microsoft Intune Baseline device configuration profiles | 6 Jul 22 |
| Device Configuration Profiles | **Administrative Templates**  -DoD Microsoft 365 STIG v2r6 Administrative Template.json  -DoD Microsoft Defender Antivirus STIG r2v4.json  -Microsoft Edge STIG v1r5.json  -DoD Windows 10 STIG v2r4 Administrative Templates.json  -DoDáGoogle Chrome STIG v2r6 Administrative Template .json  **Device Configurations**  -DoD Adobe Acrobat Pro DC Continuous STIG v1r3 Custom Profile.json  -DoD Adobe Acrobat Reader DC Continuous STIG v2r1 Custom Profile.json  -DoD Mozilla Firefox STIG v6r3 Custom Profile.json  -DoD Windows 10 STIG v2r4 Custom Profile.json  -DoD Windows 10 STIG v2r4 Endpoint Protection Profile.json  **Device Management Intents**  -MDM Security Baseline for Windows 10 and later for November 2021  -034ccd46-190c-4afc-adf1-ad7cc11262eb\_DoD Windows 10 STIG v2r4 and Internet Explorer 11 STIG v2r2 Security Baseline.json  -Microsoft Defender for Endpoint baseline  -2209e067-9c8c-462e-9981-5a8c79165dcc\_DoD Windows 10 BitLocker STIG v2r4.json  -Microsoft Edge baseline  -a8d6fa0e-1e66-455b-bb51-8ce0dde1559e\_DoD Microsoft Edge STIG Computer v1r5 Security Baseline.json  **Device Management Scripts**  -Additional STIG Cleanup Items.json  -DoD .NET Framework Disable RC4 Cipher STIG.json  **Script Content**  -Additional STIG Cleanup Items.ps1  -DoD .NET Framework Disable RC4 Cipher STIG.ps1 | 6 Jul 22 |
| Added Settings Catalog Profiles  Setting catalog profiles are intended to support those organizations in a co-management configuration and not all workloads are migrated to Intune | DoD Google Chrome STIG v2r8 Settings Catalog  DoD Internet Explorer 11 STIG v2r3 Settings Catalog  DoD Microsoft 365 STIG v2r8 Settings Catalog  DoD Microsoft Defender Antivirus STIG Computer v2r4 Settings Catalog  DoD Microsoft Edge STIG 1vr6 – macOS  DoD Microsoft Edge STIG v1r6 Settings Catalog  DoD Windows 10 STIG v2r5 Settings Catalog  DoD Windows 11 STIG v1r2 Settings Catalog  DoD Windows Firewall STIG v1r7 Settings Catalog  Set Execution Policy\_ Non-STIG | 14 Dec 22 |
| Device Management Scripts  PowerShell scripts are intended to complete configurations to meet STIG requirements where no configuration item is available with native tools. | Removes Internet Explorer 11.ps1  Set STIG Pre-requisites.ps1  STIG DSC,ps1 | 14 Dec 22 |
| Device Configuration Profiles | DoD Google Chrome STIG v2r8 – macOS  DoD Google Chrome STIG v2r8 Custom Profile  DoD Mozilla Firefox STIG v6r4 – macOS | 14 Dec 22 |
| Administrative Template Profiles  Third-party administrative template profiles will require import of the ADMX files. The ADMX files can be located under the ADMX Template directory in root of STIG Baseline.  Administrative template profiles are intended to phase out the need for custom OMA-URI profiles. | DoD Adobe Acrobat Pro DC Continuous STIG v2r1 Administrative Template  DoD Adobe Acrobat Reader DC Continuous STIG v2r1 Administrative Template  DoD Microsoft 365 STIG v2r8 Administrative Template  DoD Mozilla Firefox STIG v6r4 Administrative Template  DoD Google Chrome STIG v2r8 Administrative Template  DoD Windows 10 STIG v2r5 Administrative Templates\_ECC\_Removed | 14 Dec 22 |
| Microsoft Intune Policy Deployment Model document | Provides additional details on deployment methods to aid administrators implement DISA Intune STIG Baselines | 20 Dec 22 |
| Removed device configuration profiles | DoD Microsoft Defender Antivirus STIG r2v4 Administrative Template.json  DoD Microsoft Edge STIG v1r7 Administrative Template.json  DoD Windows 10 STIG v2r8 Administrative Template\_ECC\_Removed.json  DoD Google Chrome STIG v2r8 Administrative Template.json  Retired\_DoD Microsoft 365 STIG v2r8 Administrative Template.json  DoD Mozilla Firefox STIG v6r5 Custom Profile.json  DoD Windows 10 STIG v2r8 Custom Profile.json  DoD Windows 10 STIG v2r8 Endpoint Protection Profile.json  DoD Google Chrome STIG v2r8 Custom Profile.json  DoD Win 10 STIG v2r8 and IE11 STIG v2r4 Security Baseline.json | 29 Mar 24 |
| Removed Endpoint Security Device Management Profiles | DoD Win10 STIG v2r8 and IE11 STIG v2r4 Security Baseline.json  DoD Windows 10 BitLocker STIG v2r8.json  DoD Microsoft Edge STIG Computer v1r7 Security Baseline.json | 29 Mar 24 |
| Update Microsoft Intune Policy Import document | Added instructions for individual policy import leveraging Policy Import Preview feature | 29 Mar 24 |
| Added Support Files for macOS and Windows | macOS files – files provided to allow organizations to modify for individual settings. If automating import, profiles are created with default STIG configurations. If manually creating Device Configuration Preference Profile, admin may modify files prior to configuring profile.   * Com.google.Chrome\_vDoD.plist * Com.microsoft.Edge\_vDoD.plist * Org,mozilla.firefox\_vDOD.xml   Windows files – file to allow organizations to modify for individual compliance requirements.   * SAMPLESTIGCAT1Compliance.ps1 |  |
| Update Device Management Script  Set-STIGPreReqsv4.ps1  Set-STIGPreReqsv4.json | Fixes a bug where data execution prevention fails to enable on devices with multiple drives | 29 Mar 24 |
| Update Device Compliance Policies  SAMPLESTIGCAT1Compliance.json  SAMPLESTIGCAT1Compliance.ps1 | Provides example of Custom Compliance script for Windows operating system CAT 1 STIG items.  Note: Device Compliance policies must be manually created. Once policy is created the provide JSON and PS1 files can be imported. | 29 Mar 24 |
| Update Device Configuration Settings Catalog Profiles versions  DoD Windows 10 STIG v2r9 Settings Catalog.json  DoD Windows 11 STIG v1r6 Settings Catalog.json  DoD M365 Apps STIG v2r12 Settings Catalog.json | No policy changes. Update to version edition. | 29 Mar 24 |
| Update Device Configuration Setting Catalog Profile  DoD Microsoft Edge STIG v1r8 Settings Catalog.json  DoD Microsoft Edge STIG v1r8 – macOS Preference File.json | Review the Microsoft Edge STIG Revision History for detailed changes.  DoD Microsoft Edge STIG v1r8 – macOS Preference File contains all configurations required by Microsoft Edge v1r8 STIG.  DoD Microsoft Edge v1r8 Settings Catalog does not meet 100% of STIG requirements – all setting not available for selection. | 29 Mar 24 |
| Replace Set-STIGPreReqs 4.ps1 device management script with Install-DSC 6.intunewin application  Sept24 Intune STIG Policy Baselines 0927\Support Files\Windows\DSC STIG Configurations | Added DSC STIG Configurations under Support Files/Windows.  DSC STIG Configurations intunewin application closes the gaps for STIG compliance where settings are not available in Intune.  DSC App Information.txt  DSC App Source Files 2.zip  Install-DSC 6.intunewin | 27 Sept 24 |
| Added PowerShell Scripts under Support Files/Windows | Remove-Windows-Apps.ps1  Built In Apps Removal.json | 27 Sept 24 |
| Support Files/macOS | com.google.Chrome\_vDoD.plist – removed obsolete settings  com.microsoft.Edge\_vDOD.plist – updated to meet current STIG requirements and remove obsolete settings | 27 Sept 24 |
| Support Files\Android | com.android.chrome.json – configure STIG items for managed Android devices | 27 Sept 24 |
| Update Device Configuration Setting Catalog Profiles:  DoD Microsoft Edge STIG v2r2 Settings Catalog.json  DoD Microsoft Edge STIG 2vr2 - macOS.json  DoD Microsoft Edge STIG v2r2 – macOS Preference File.json  DoD Google Chrome STIG v2r10 Settings Catalog.json  DoD Windows 10 STIG v3r2 Settings Catalog.json  DoD Windows 11 STIG v2r2 Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r2 Comp Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r2 User Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 27 Sept 24 |
| Update Device Configuration Profiles:  DoD Google Chrome STIG v2r10 - macOS.json | Review the Microsoft Edge STIG Revision History and delta file under GPO reports for detailed changes. | 27 Sept 24 |
| Delete known issues test file | Merge known issues to readme.txt  Add details of quarterly updates to readme.txt |  |
| Update Device Configuration Setting Catalog Profiles:  DoD Windows 10 STIG v3r3 Settings Catalog.json  DoD M365 Apps STIG v3r2 Settings Catalog.json  Multi-Session OS - DoD M365 Apps STIG v3r2 Comp Settings Catalog.json  Multi-Session OS - DoD M365 Apps STIG v3r2 User Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 15 Jan 25 |
| Update DSC App Source Files 1-10-2025 | New version of the DSC app. Added a per-user reg punch for "AutoComplete feature for forms must be disallowed" | 15 Jan 25 |
| Add Intune STIG Deviations and Unsupported Settings 7.xlsx file to Support Files\Windows directory | Provides additional information detailing potential “false positive” findings from scan tools. Provides location of CSP setting configuration versus the location expected by scanning tool. | 15 Jan 25 |
| Removed Microsoft Intune Policy Deployment Model document | The multiple operational environments implementation strategies made document obsolete. | 15 Jan 25 |
| Update Device Configuration Setting Catalog Profiles:  DoD Windows 10 STIG v3r4 Settings Catalog.json  DoD Windows 11 STIG v2r3 Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r3 Comp Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r3 User Settings Catalog.json  DoD Internet Explorer 11 STIG v2r6 Settings Catalog.json  DoD M365 Apps STIG v3r3 Settings Catalog.json  Multi-Session OS - DoD M365 Apps STIG v3r3 Comp Settings Catalog.json  Multi-Session OS - DoD M365 Apps STIG v3r3 User Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 11 Apr 25 |
| Removed Device Configuration Profiles:  DoD Mozilla Firefox STIG v6r5 Custom Profile.json  DoD Mozilla Firefox STIG v6r5 - macOS.json | Obsolete files  Review Microsoft Intune Policy Import.docx for import instructions. | 11 Apr 25 |
| Created Import\_DoDMozillaFirefoxSTIGv6r6CustomProfile.ps1 | PowerShell script to create latest version to match current STIG.  Review the STIG Revision History and delta file under GPO reports for detailed changes. | 11 Apr 25 |
| Update Device Configuration Setting Catalog Profiles:  DoD Windows 11 STIG v2r4 Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r4 Comp Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r4 User Settings Catalog.json  DoD Microsoft Edge STIG 2vr3 - macOS.json  DoD Microsoft Edge STIG v2r3 Settings Catalog.json  DoD Google Chrome STIG v2r11 Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes.  NOTE: Review ReadMe for important Google Chrome setting configurations. | 1 Jul 25 |
| Update AppConfigurationManageDevice policy:  DoD Google Chrome STIG v2r11 - Android.json | No policy changes update version and revision to match STIG.  NOTE: Review ReadMe for important Google Chrome setting configurations. | 1 Jul 25 |
| Update Device Configuration policies:  DoD Microsoft Edge STIG 2vr3 - macOS Preference File.json  DoD Google Chrome STIG v2r11 - macOS.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 1 Jul 25 |
| Update com.google.Chrome\_vDoD.plist file | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 1 Jul 25 |
| Added Jul25 DISA STIG Intune Policy Package 0701\Support Files\Windows\PowerShell Scripts\GoogleChromeGenerativeAIConfig to support Generative AI STIG configuration checks:  DTBC-0075\_Detect.ps1  DTBC-0076\_Detect.ps1  DTBC-0077\_Detect.ps1  DTBC-0078\_Detect.ps1  DTBC-0079\_Detect.ps1  DTBC-0080\_Detect.ps1  DTBC-0075\_Remediation.ps1  DTBC-0076\_Remediation.ps1  DTBC-0077\_Remediation.ps1  DTBC-0078\_Remediation.ps1  DTBC-0079\_Remediation.ps1  DTBC-0080\_Remediation.ps1  NOTE: Review ReadMe for important Google Chrome setting configurations. | Added Remediation scripts to support:  DTBC-0075 - Added requirement to configure Create Themes with AI.  DTBC-0076 - Added requirement to configure DevTools Generative AI features.  DTBC-0077 - Added requirement to configure GenAI local foundational model.  DTBC-0078 - Added requirement to configure Help Me Write.  DTBC-0079 - Added requirement to configure AI-powered History Search.  DTBC-0080 - Added requirement to configure Tab Compare Settings. | 1 Jul 25 |
| Update Device Configuration Setting Catalog Profiles:  Multi-Session OS - DoD M365 Apps STIG v3r4 User Settings Catalog.json  Multi-Session OS - DoD M365 Apps STIG v3r4 Comp Settings Catalog.json  DoD M365 Apps STIG v3r4 Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 12 Sept 25 |
| Update Device Configuration Setting Catalog Profiles:  DoD Windows 10 STIG v3r5 Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 12 Sept 25 |
| Update Device Configuration Setting Catalog Profiles:  DoD Windows 11 STIG v2r4 Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r4 Comp Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r4 User Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 12 Sept 25 |
| Update DoD Microsoft Defender Antivirus STIG Computer v2r6 Settings Catalog  DoD Microsoft Defender Antivirus STIG Computer v2r6 Attack Surface Reduction (ASR) Settings Catalog  DoD Microsoft Defender Antivirus STIG Computer v2r6 Attack Surface Reduction (ASR)Endpoint Security Policy | Review the STIG Revision History and delta file under GPO reports for detailed changes.  Removed Attack Surface Reduction (ASR) settings from baseline policy to separate settings catalog and Endpoint Security policies. | 11 Nov 25 |
| Update DSC STIG Configuration files | DSC 3.1 App Sources files  Install-DSC 3.2.intunewin file | 09 Jan 26 |
| Update DoD Microsoft Defender Antivirus STIG Computer v2r7 Settings Catalog  DoD Microsoft Defender Antivirus STIG Computer v2r7 Attack Surface Reduction (ASR) Settings Catalog  DoD Microsoft Defender Antivirus STIG Computer v2r7 Attack Surface Reduction (ASR)Endpoint Security Policy | Review the STIG Revision History and delta file under GPO reports for detailed changes.  Removed Attack Surface Reduction (ASR) settings from baseline policy to separate settings catalog and Endpoint Security policies. | 09 Jan 26 |
| Update Device Configuration Setting Catalog Profiles:  Multi-Session OS - DoD M365 Apps STIG v3r4 User Settings Catalog.json | Removed and replaced deprecated connected experience settings. | 09 Jan 26 |
| Update Device Configuration Setting Catalog Profiles:  DoD Windows 10 STIG v3r6 Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 09 Jan 26 |
| Update Device Configuration Setting Catalog Profiles:  DoD Windows 11 STIG v2r6 Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r6 Comp Settings Catalog.json  Multi-Session OS DoD Windows 11 STIG v2r6 User Settings Catalog.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 09 Jan 26 |
| Update Device Configuration Setting Catalog Profiles:  DoD Microsoft Edge STIG v2r4.json | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 09 Jan 26 |
| Update Import\_DoDMozillaFirefoxSTIGv6r7CustomProfile.ps1 | Review the STIG Revision History and delta file under GPO reports for detailed changes. | 09 Jan 26 |